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VeriSign Collaborates With Industry Leaders to Bring Trust to the Cloud 

Cross-Industry Innovators Develop and Market the Identity Solutions Enterprises Need to Place Trust in 
Cloud-Based Services and Applications 

NEW YORK, NY (Marketwire) - Cloud Expo -- VeriSign, Inc. (NASDAQ: VRSN), the trusted provider of Internet infrastructure 
services for the networked world, today announced an industry collaboration aimed at building trusted online identity solutions -
- a lynchpin requirement for the widespread adoption of cloud computing and software as a service (SaaS) solutions. The 
industry effort combines technologies and best practices from Conformity, Ping Identity, TriCipher, Qualys, and VeriSign.  

Authenticating and protecting the identity of all parties is vital to establishing trust in the cloud. By integrating VeriSign's server 
and end user/device solutions, cloud computing and SaaS providers are better equipped to assure every enterprise that its IT 
policies and controls will remain unchanged within the cloud. VeriSign's trust capabilities are built into many of the most widely 
used cloud-based solutions today, including SuccessFactors, Box.net and Xactly.  

"Barriers to cloud adoption go beyond security; it's about trust," said Jim Reavis, executive director at the Cloud Security 
Alliance. "To create a trusted cloud-based ecosystem, it takes global associations like the Cloud Security Alliance and our 
Trusted Cloud Initiative, as well as industry leaders like VeriSign and its partners to establish identity trust solutions built on 
proven technologies, common standards and best practices. This industry effort is a welcome contribution to the SaaS 
community, and a reassuring and valuable option for enterprises aiming to confidently deploy cloud-based applications and 
services." 

VeriSign works closely with leading cloud service providers and industry standards groups to provide solutions that address 
organizations' most pressing requirement for cloud migration: the ability to trust that enterprise data, applications, and the 
identities of employees and customers will be kept safe. VeriSign builds on its experience as the industry leader in delivering 
trust to Web sites via Secure Sockets Layer (SSL) certificates, and as the market leader in delivering identity trust to end users 
and devices via strong authentication capabilities. 

"SuccessFactors' partnership with VeriSign reflects our commitment to providing our over 6 million customers with world-class 
security," said Randy Womack, CIO of SuccessFactors. "Bringing together cloud heritage and security expertise, 
SuccessFactors' partnership with VeriSign ensures our customers benefit from trusted identification and authentication as they 
adopt our Business Execution Software."  

VeriSign's industry collaboration effort establishes a blueprint for achieving identity trust by combining technologies and 
services with proven policies and certification programs. The effort addresses the top requirements for achieving identity trust, 
including: 

● Strong mutual identification. With strong authentication from the VeriSign Identity Protection (VIP) Authentication 
Service, enterprises can protect data and applications from unauthorized access. VeriSign also enables encrypted 
transmission and exchange between the enterprise and the cloud via Public Key Infrastructure (PKI) and Secure Sockets 
Layer (SSL) certificates. 

● Federation. To achieve widespread adoption, a trusted identity must be broadly accepted throughout the cloud. Ping 
Identity and TriCipher enable enterprises to establish one online identity for users with a single, secure sign-on across 
virtually every leading SaaS application. 

● Vulnerability and Compliance Management. It is essential that cloud-based offerings meet enterprise requirements 
for managing users, applications and business processes. With IT security and compliance automation solutions from 
Qualys, SaaS providers can identify and mitigate risks before they pose a threat to enterprise data, applications and 
networks. 

● Provisioning. Conformity allows organizations to centrally manage on-demand applications, users and data, reducing 
security and compliance risks and operational costs associated with SaaS and cloud applications. Conformity also 
provides integration with enterprise directory services including Active Directory, LDAP, and HRIS systems. 

"Cloud computing offers organizations new options for scalable, cost-effective, and flexible IT, but to gain the full benefits of 
these services, enterprises have to trust the security, policies, and processes of the cloud," said Nico Popp, vice president of 
product development at VeriSign. "Trust won't happen if users worry their identities are vulnerable, or if they're unsure whether 

http://www.successfactors.com/business-execution-software/
http://www.verisign.com/authentication/two-factor-authentication/vip-authentication/index.html
http://www.pingidentity.com/
http://www.pingidentity.com/
http://www.myonelogin.com/
http://www.qualys.com/
http://www.conformity-inc.com/


the cloud-based service they're accessing is legitimate. That makes identity trust the essential ingredient for cloud migration -- 
and an industry imperative for SaaS providers." 

VeriSign is a frequent contributor to consortia and standards bodies influential in the cloud computing community, including the 
Cloud Security Alliance, OpenID, OIX and SafeMashups. For more information about the requirements for achieving identity 
trust, go to www.verisign.com/wp-trust-platform  

About VeriSign 
VeriSign, Inc. (NASDAQ: VRSN) is the trusted provider of Internet infrastructure services for the networked world. Billions of 
times each day, VeriSign helps companies and consumers all over the world engage in communications and commerce with 
confidence. Additional news and information about the company is available at www.verisign.com.  

Statements in this announcement other than historical data and information constitute forward-looking statements within the 
meaning of Section 27A of the Securities Act of 1933, as amended, and Section 21E of the Securities Exchange Act of 1934, 
as amended. These statements involve risks and uncertainties that could cause VeriSign's actual results to differ materially 
from those stated or implied by such forward-looking statements. The potential risks and uncertainties include, among others, 
the uncertainty of future revenue and profitability and potential fluctuations in quarterly operating results due to such factors as 
the inability of VeriSign to successfully develop and market new products and services and customer acceptance of any new or 
current products or services; the possibility that VeriSign's announced new or current services may not result in additional 
customers, profits or revenues; and increased competition and pricing pressures. More information about potential factors that 
could affect the company's business and financial results is included in VeriSign's filings with the Securities and Exchange 
Commission, including in the company's Annual Report on Form 10-K for the year ended December 31, 2009 and quarterly 
reports on Form 10-Q. VeriSign undertakes no obligation to update any of the forward-looking statements after the date of this 
press release. 
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